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ABSTRACT
Crime analysis is the systematic analysis of crime for identifying
and predicting risks and efficiently directing police resources.
Adopting a social construction of technology framework, we
explore the work of crime analysts to understand how they police
through flows of data and how their work informs policing prac-
tices on the ground. Specifically we look at: (1) the organisational
and cultural integration of crime analysis in Canada, (2) the tech-
nological support of analytic practices, and (3) the incorporation of
crime analysis for policing practices. From this analysis, we argue
that organisational understandings of crime analysis combined
with the analytic platforms utilised have forced crime analysts to
work within traditional police performance initiatives that both
respond to and reinforce reactive policing practice. Crime analysis
and the practice of policing through flows of data have changed
the symbolic nature of policing while reaffirming traditional ways
of knowing and policing.
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Introduction

The early identification and subsequent arrests of the attempted Via Rail bombers in
Ontario and the Boston Marathon bombers in the United States have highlighted the role
crime analytics plays in contemporary crime control.1 Crime analysis is described as the
systematic analysis of crime for the purposes of assisting in crime prevention and control,
the identification and apprehension of criminals, and evaluation of policing strategies.2

The movement towards ‘pre-emptive policing’ through the identification of targets, risks
and threats has led to the development of a new profession of people, crime analysts,
with specialised analytical skills in policing.3 Crime analysts turn raw information into
‘actionable intelligence’ that is used for predicting and managing crime.4

The utilisation of data analytics in new policing strategies, such as intelligence-led
and predictive policing, is part of a recognition among police professionals that policing
has evolved from the traditional model of random, reactive, and response-based
activities5 to encompass the pre-emptive management of a wide set of problems
concerning risks to security.6 These new policing missions, therefore, are organised
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around the collection and analysis of flows of data. To date, there has been much
research and theorising on the policing of flows, such as flows of people, money, and
transportation.7 However, much less is known about how we police through, or by
means of, flows. Crime and intelligence analysis presents an ideal setting for empirically
studying policing through flows of data.8 Adopting a social construction of technology
framework, we qualitatively study the sociotechnical work of crime analysts for under-
standing how the flow of data informs contemporary policing practices.

Research in the social construction of technology has identified the importance of
attending to the way users’ interpret and interact with technology for understanding
how technological innovation shapes and is shaped by organisational structures.9 It
recognises that technologies and users are co-constituted and embedded within socio-
structural networks that facilitate and impede users’ choices and actions.10 Objects are
not static entities, but instead are shaped by the meaning users ascribe to them and
their ‘processes of production, translation, circulation, appropriation, experimentation
and resistance’.11 For example, research on security devices illustrates how technologies
affect and/or reflect ‘the logics, rationalities and modes of reasoning of security
practices’.12 Such research has demonstrated how technologies have ‘cognitive effects’
wherein the normative and political ideals of their designers facilitate and constrain
particular modes of interpretation and action.13 Thus, close attention to the sociotech-
nical relations of crime analysts and intelligence technologies provides much-needed
empirical insight into the production of intelligence and the impact policing through
flows of data has on contemporary crime control.

In what follows, we review the literature on crime and intelligence analysis. We then
look empirically at crime analysts’ perspectives of: (1) the organisational and cultural
integration of crime analysis in Canada, (2) the technological support of analytic prac-
tices, and (3) the utilisation of crime analysis and its perceived impact on policing
practices. From this investigation, we argue that crime analysis, and by extension
crime analysts, occupy a tenuous position in contemporary policing that is shaped by,
as well as reinforced through, the integration of database policing. We argue that the
division of labour, organisational context, and cultures of policing are configured into
police technologies and shape intelligence production. This social shaping of technol-
ogy, we argue, has led crime analysis to be oriented towards, while also reinforcing,
what Manning (2010) refers to as the ‘police métier’ – a set of habits and assumptions
that ‘envisions only the need to control, deter and punish the visible and known
contestants’.14The police métier reproduces ‘deeply held assumptions about people,
society, crime and its causes’ that ‘sustains the validity’ of police practices.15 Thus,
crime analysis and the policing through flows of data have changed the symbolic nature
of policing without significantly altering police practices on the ground.

Intelligence technologies and database policing

The available research on crime analysis originates largely from the United States and
the United Kingdom, where police training, practices, and policies differ from those in
Canada.16 While scholarship on the actual work and culture of crime analysts is sparse,
the few studies that are available identify a lack of fit and integration between crime
analysts and their organisations due to poor analytical thinking, a culture that doesn’t
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support innovation, and fragmentation and occupational divides.17 This scholarship has
identified challenges for the integration of analytic knowledge in policing due to an
occupational police culture that values and relies upon experiential knowledge.18 Crime
analysis, therefore, represents the ‘antithesis of traditional action-oriented work, which
police officers have long valued over more mundane paperwork tasks’.19 Cope’s quali-
tative analysis on crime analysts identifies the importance of negotiating the differences
between the contextualised and experiential knowledge of police officers and the
decontextualised and analytical knowledge of analysts for generating ‘legitimacy and
respect for the knowledge produced by analysts so they can be viewed as a new
generation of crime experts’.20 Her research has also shown the perception of analysts
and analytical products to be influenced by the gendered nature and hierarchical
structure of police organisations.21

A larger body of research exists that focuses on the methodological techniques (such
as social network analysis, hotspots, kernel density mapping) and technologies involved
in crime analysis and their effectiveness for crime reduction and control.22 Such scholar-
ship, we fear, has become trapped within the ‘police métier’ by ‘reflect[ing] the conven-
tional wisdom about why and how policing works’.23 It focuses on what works and ‘what
the police can do’ – placing the focus on fighting crime by using measures such as crime
rates and number of arrests to evaluate success – rather than studying the means and
practices by which the work is being conducted, and the implications these practices
have on the citizens they police.24 For example, much of the research available on crime
analysis focus on the technological with little attention to the organisational and cultural
contexts in which the work occurs and the interpretive work that shapes the analysis.25

Yet, ethnographies of police information technologies have identified ‘functional
disconnects’26 in the practical implementation of technology because of the organisa-
tional and operational (i.e. cultural) contexts of their use.27 For example, Chan nicely
illustrates how police culture can act as an impediment to police innovation, technolo-
gical adoption and police reform, while Sanders et al. illustrate how the police occupa-
tional culture of secrecy and silos facilitates and constrains how police officers make
sense of and utilise technologies and intelligence-led strategies.28 Thus, understanding
crime analysis requires a focus on the interpretive actions and understandings of
analysts within the structural and cultural contexts and material realities that influence,
shape, and guide them.29

Further, by researchers treating analytic technologies and crime analysts as distinct
objects of analysis, the scholarship has ascribed objectivity to analytic products that ignore
the ‘subjective and interpretive practices … involved in their manufacture, and the
contingencies and limitations of the products’.30 However, as research in the social
construction of technology has shown, the ‘authority of a scientific fact is socially pro-
duced, rather than an inherent quality of the object being studied’.31 Objectivity, they
argue, is ‘tied to a relentless search to replace individual volition and discretion in
depiction by the invariable routines of mechanical reproduction’.32 For example, socio-
logical analyses of policing have shown how information stored on police records man-
agement systems (RMS) are not objective measures of crime and offending, but are
instead the product of police practices and subjective decision-making on the ground.33

Police data, therefore, is dirty data – often containing inaccuracies that are ‘routinely
compensated for and often glossed over by crime analysts’.34 Crime analysts spend their
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time doing ‘database policing’ (Ericson and Haggerty 1997); they find, collect, prepro-
cess, and ‘design and conduct analyses in response to ever-changing crime conditions,
review and interpret the results of these analyses and exclude erroneous findings,
analyse the integrated findings and make recommendations about how to act on
them’.35 A central part of crime analysis involves the analyst evaluating information for
both its credibility and reliability.36 In fact, the ‘importance of evaluation in intelligence
production cannot be underestimated as a failure to conduct it properly will undoubt-
edly result in a failure of intelligence’.37 Joseph and Corkhill conducted a focused group
interview with six intelligence analysts to interrogate this evaluation process and found
that these analysts do not use formal evaluation processes, but instead rely predomi-
nately on informal processes that are self-taught on the job.38 Yet, the interpretive and
subjective decisions embedded within these evaluations, and the construction of crime
data, become hidden by the use of non-transparent technologies and algorithms.39

Interestingly, while crime and intelligence analysts are perceived to hold a central role
within the production of policing intelligence,40 there is little empirical research avail-
able on the work they do.41 In fact, Innes et al. were the first scholars to open this line of
inquiry by drawing upon the sociology of scientific knowledge framework to understand
and make sense of the everyday work and practice of crime analysts.42 Their ground-
breaking research not only identified the subjective and interpretive work embedded
within analytic products but also drew attention to the need for more grounded
analyses on the sociotechnical work practices of analysts.

Methodology

In order to conduct a study of crime analysis that is critically attentive to the socio-
technical relations that make up analytic products, we employed ethnographic methods.
By studying the in situ use of analytic technologies, we were able to uncover the way
organisational users ‘enact structures which shape their emergent and situated use of
that technology’.43 Ethnography provided analytic leverage for understanding how
meanings ascribed to crime analysis become embedded within analytic technologies,
which in turn facilitate and constrain use.44

We conducted 42 intensive interviews with crime analysts from eight different police
services across Canada. While both crime and intelligence analysts participated in the
study, for the purposes of this paper, we focus only on the perspectives and experiences
of the 42 crime analysts (also referred to as district analysts or generalists). Unlike
intelligence analysts who are often assigned to speciality units (such as gang crime
units, drug units, homicide), crime analysts worked more closely with administration and
front-line patrol officers. Whenever possible, we conducted interviews in the work
settings so as to see the technologies and skills in action, while being attentive to the
‘infostructure’ and ‘info-culture’ that shape analytic work.45 Interviews were supplemen-
ted with observation at crime analytic workshops and conferences. All data were stored
and analysed in NVivo 10, a qualitative data analysis software program, using a con-
structivist-grounded theory approach.46 Constructivist grounded theory prioritises the
participants’ understandings of their experiences, while incorporating a reflexive analysis
that draws upon pre-existing theories and concepts (such as: technological frames,
police métier, cognitive effects, and crime analysis) to guide the interpretation and
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focused coding. From this analysis, we provide empirical insight into the way analysts
construct crime knowledge through flows of data. Not unlike previous ethnographic
scholarship on the integration of information technologies and analytics in policing, we
argue that the integration of analytics has not changed front-line practice, but instead
has altered the symbolic nature of policing. Specifically, we argue that the sociotechnical
work of analysts has been informed, and shaped, by the broader police métier and thus
provides cognitive effects that reaffirm the world as it is known to police.

Defining and understanding crime analysis

Crime analysis is a relatively new and nascent profession in Canadian policing. It was not
until 2000 that Ontario police services were mandated to have a crime analysis capacity
to enhance intelligence gathering and reporting.47 While a crime analysis capacity was
mandated, there was little specificity provided regarding its implementation. As a result,
there are significant variations among crime analysis units – with some units consisting
of 1 crime analyst while others having 20 or more. There are also variations in opera-
tional models, with some services having only civilian crime analysts, and others having
police officers, while still others include a mix of civilian and police analysts.

Civilian analysts are a heterogeneous group made up of internal transfers from other
administrative positions ‘where they are already embedded within the culture of poli-
cing’ (I19) and external applicants. Police analysts, on the other hand, have been
assigned to the unit. Many police analysts describe their placement in analysis as one
of being ‘parachuted’ (I21) and ‘dropped into the position’ (I11, I13) or being sent to the
‘penalty box’ (I21).

The biggest disadvantage for me was that I was just put into this position … it’s not like I
applied for it and it’s not like I really did know exactly what it was about before I came to it,
other than the fact that you know they did some street checks and they sent out a report …
(I11, emphasis added).
I’d gotten myself into some trouble … You get dropped in the penalty box – whether that’s
the central alternate response unit, where they take the reports over the phone … or the
crime analyst’s office where you have no public contact. They get you off the street … so
typically your cadre of crime analysts are typically made up of your troubled coppers … or
they’re walking wounded, or they’re retirees … that’s pretty much what the penalty box
consists of. And we’re satisfied with that, because you do no harm in an office, right? (I21)

The experiences of the officers above shed important insight into the integration and
organisational ‘fit’ of data-driven practices in policing. The first officer (I11) was placed
into analysis after an injury. He was largely unaware of the position and had very little
analytic training, skill, or knowledge. The second officer, who also had little analytic
training and expertise, described his placement in crime analysis as a form of ‘punish-
ment’. His description of analysis as the ‘penalty box’ illustrates a division between what
is perceived as ‘real police work’ and the work of ‘crime analysts’. This perception of
crime analysis as a ‘penalty box’ – a place for injured, ill or ‘troubled coppers’ (I21) –
carries important cultural implications for crime analysis, as it devalues both the work
that analysts do and who is doing the work. As the following analyst explains, ‘the
culture of policing has a “pecking order” and the culture dictates the order, and as an
analyst you are down on that pecking order – you are an administrator’ (field notes).
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Analysts’ education background (e.g. high school, college, undergraduate, and grad-
uate school) and disciplinary training (e.g. policing, city planning, social work, geogra-
phy, computer science, sociology, psychology, and criminology) also varied. Although
there are no required training courses, analysts typically complete the Tactical and
Strategic Intelligence Analyst courses delivered by the Canadian Police College. As one
analyst explains,

We really have no accreditation accepted or unified accreditation program north of the
border in Canada. So what we typically do as analysts is either attach ourselves to the
International Association of Law Enforcement Intelligence Analysis (IALEIA) and grab their
Fiat course and their certification, or you know, you go to the International Association of
Crime Analysts (IACA) and get their certification. Either way you are getting some type of
training (I21).

For many analysts, and in line with previous research on crime analysis, training,
‘experience and expertise were developed’ (I06) through peer learning.48 Services
would send one person to a training course and that person would then become the
‘resident expert and was expected to walk everybody through it’ (I19). While there are
limited training opportunities for crime analysts, there is even less provided to police
officers.

The following field note excerpt highlights how the lack of organisational training
provided on crime analysis both constrains and impedes data analytics and algorithmic
practices.

The real problem is that the officers are dictating the end product. The officers are giving
us the problem and asking us to verify it. We don’t have the chance to do analysis because
the bar set within the police service is low, we are simply ‘query clerks’. Even when an
analyst is sent away on a workshop or training conference and learns these great analysis
skills, how do you develop skill sets when you are forced to continue doing what you were
doing before? For analysis to be analysis, we need to stop having them give us the problem
and instead let us tell them something. For something to be an analysis product means it
must have strategic and tactical utility. Strategic and tactic focus needs to be our goal,
but we end up simply ‘crime reporting’. Its not that analysts need autonomy within the
organization, they need ‘creative licence’ to educate someone and to educate consumers
as to what types of analysis can be done for various types of consumers (Fieldnotes,
emphasis added).

The field note excerpt above illuminates how the lack of analytic knowledge provided to
police officers both constrains analytic development and impedes the integration of analysis.
As the analyst explains, the police officers that supervise analysts often dictate what the end
product is to be, but without knowledge of what analysis is, or what it can do, analysts are
often left to provide products that ‘verify’ and reaffirm problems already known to police.
Crime analysis, as a result, has become oriented towards, while also reinforcing, the broader
police métier; it is used to report and verify known and visible crimes. Further, while the
integration of analytics is impeded by a lack of organisational knowledge of crime analysis, it
is also constrained by this lack of knowledge because analysts are not provided opportu-
nities to utilise and learn advanced analytic skills and techniques.

The lack of organisational investment in analytic training combined with the place-
ment of civilians and ‘troubled coppers’ (I21) in analysis has rendered it a marginalised
field within policing. As one analyst remembers:
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I had this boss that didn’t know, and he was kind of a little bit bullying at first, because he
goes, ‘… how much do you get paid? Like is it worth having someone like you, what are you,
a data entry clerk?’… And there is a joke that ‘oh, you’re the civilians, oh, you guys go for
coffee and you guys sit pretty up in the office.’ And there is that joke, but then they know
that no, it’s not easy, like we’re not kicking up our shoes and watching Oprah all day. …
yeah we’re doing real work (I36).

The analyst’s experience above identifies the tenuous position crime analysts occupy
within policing wherein they are faced with a cultural perception of their work as being
administrative ‘data entry’ clerical work that is not ‘real’ police work. The above quote
highlights a lack of organisational understanding around what crime analysis is, and by
extension, what crime analysts do. As another analyst explained, ‘it’s such an undefined
position that anything that has to do with information, organisations will be like, “oh,
let’s just make a crime analyst do it”’(I30). One analyst went as far as to say that police
administrators (those with decision-making powers) don’t have a desire to understand
analysis, but have ‘done what the government mandated. They have crime analysts
[who can] provide that statistical data, which they see as intelligence …’(I18). Thus, how
organisations perceive and define intelligence and analysis shapes how they integrate
and utilise their crime analysts.

Crime analysts explained how much of what they do in a day is writing ‘crime reports’
and ‘making pretty pictures’ for police administrators and management. Such crime
reports focus on,

telling [administration] ‘here are your problem areas and your priorities,’ I don’t tell them
where their priorities are, but here are your strengths and weaknesses and here’s what’s
going on in the city, long term wise here is how it relates to what’s been happening in the
past’ and from that [they] can choose what [their] priorities and … focuses are as a depart-
ment (I30).

Analysts, as described above, use flows of information to develop reports that identify
past crime rates and trends. Interestingly, these crime reports do ‘not tell them where
their priorities are’, but instead allow the administrators to ‘choose what their priorities
and focuses are’. In this way, the analyst has consolidated and synthesised the crime
data for her manager, but the analysis – the turning the data into actionable intelli-
gence – is left to the administrator. The use of crime analysts for crime reporting, and
not for intelligence analysis is clearly evidenced in the following quote:

Crime analysis is a necessity for managers to reach their goals. So I mean crime analysis is
pretty robust across the board because of that reason. If the manager needs the information,
it’s Comp Stat, or they need the information to show their bosses their accountability, you
will always find a manager who has an analyst at hand to do that kind of work for them.
Intelligence is a frill … when you’re talking about dollar and cents within departments. It is a
luxury to have a good intelligence unit and it’s a luxury to have intelligence analysis (I31,
emphasis added)

The analyst above identifies how crime analysis has become ‘robust’ because of its
perceived managerial and accountability value. He also identifies a clear hierarchical
distinction between crime and intelligence (‘frill’) analysis.49 Further, the analyst draws
attention to the economic and organisational shaping of analysis by inferring that crime
analysis (in this particular case, the reporting of crime) is less expensive than what ‘good
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intelligence’ costs police services.50 The little education and training provided coupled
with the lack of an agreed-upon definition and understanding of crime analysis has led
analysts to spend their time synthesising information for the purposes of identifying and
reporting on past crimes and crime trends, which, as one analyst explained, ‘is crime
reporting. There’s no analysis there – [it] describes things that have happened’(I21).

Interestingly, the emphasis placed on ‘report writing’ and ‘making pretty pictures’ is
in line with earlier research on crime analysis 51 and reinforces the argument that
‘introducing crime analysis … may not produce expected returns for new policing
paradigms that incorporate these approaches … unless officers see these alternative
approaches as “real police work”’.52 Further, our analysis signals that regardless of the
growing discussions and enthusiasm for predictive policing and algorithmic analysis, the
everyday practices of crime analysts do not appear to have significantly changed.53

Technological platforms and the shaping of analysis

While many analysts felt that their work was not well integrated or utilised by their
organisation, they also believed they were not doing sophisticated analysis because they
‘don’t have the programs that are capable of pushing that analysis’ (I10). Questions
regarding the functionality of technology are essential for understanding or assessing its
effectiveness.54 Technical effectiveness is not only about its performance but also
includes ‘its management and implementation, for example, the adequacy of infrastruc-
ture, degree of integration with existing tools, and availability of high-quality training
and support’.55 Similar to previous ethnographic research on the integration of informa-
tion technologies in policing, analysts identified numerous technological problems, such
as a lack of interoperability with different databases and technological platforms,
inadequate technological infrastructures, poor data quality, and poor analytic and
technological training. For example, as described above, many analysts noted that
they lacked training in important analytic skills and were required to learn through on-
the-job training. The lack of high quality training provided to analysts draws attention to
user capacity and capability constraints in regards to their analytic skill. Further, the
technological challenges facing analysts, we argue, raise important questions about the
organisational support and utilisation of analysis, and, more interestingly, the type of
analyses being conducted.

Research in the social construction of technology has illustrated how the adoption
and rejection of technology is shaped by the definition and meaning users ascribe to
their interactions with it.56 The perceptions and meanings crime analysts ascribe to their
technologies are situated within their particular ‘technological frames’.57 As the follow-
ing crime analyst explains:

There is a challenge of us trying to get the information out … because the operation of
Niche and our needs [differ]. Just to give you a small idea, if I’m looking for a male, white, six
feet with red hair, I need my query to meet all those criteria. And with Niche it checks each
thing individually, so then I will get all the male, whites, and then I’ll get all the six foot, and
I’ll get all the red hair. It won’t give me all of them …. So our hands have … been tied … by
the fact that our service has decided that everyone shall use Niche and that will be your
only resource, which is difficult for the crime analyst because our use is a lot different from
other people. It is hard to pull data out of there (I04).
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The analyst above identifies the existence of differing ‘technological frames’ among
crime analysts, police officers, and administrators that impact the effectiveness of police
technologies for analysis. As another analyst explains, the police RMS has been designed
for police services to comply with the Canadian Centre for Justice Statistics (CCJS) for the
Uniform Crime Reporting (UCR). UCR codes are ‘applied traditionally to a maximum of
four violations or offences per incident. Every police service across Canada is mandated
to submit their UCR data to Statistics Canada’.58 Many analysts discussed the difficulty
the RMS and UCR processes pose to crime analysis because ‘the 5th and 6th offences,
while not perceived as necessary for reporting, are very important for analysis’ (I21).

Further, the standardised format for CCJS reporting has placed the incident/occurrence as
the object of analysis. However, crime analysts are often interested in both the occurrence
and the people. The different objects of analysis have introduced a ‘fundamental flaw’ (I02)
in the technologies utilised for crime analysis (Regional crime analysis training workshop
field notes, 2014). The following quote illuminates this ‘fundamental flaw:’

I can do an occurrence search in Niche, I can tell you how many thefts of autos we had
between this date and this date … [But] who did them? That’s a problem because a person
query is different … there is no way to set up a query that’ll say ‘okay, it relates to charges
of the person rather than to the occurrences, so they never meet.’ It’s like a magnet on the
wrong end (I02).

The differing objects of analyses, therefore, have left analysts having to navigate
‘orphaned databases’ and ‘flat files’ and to spend the ‘majority of their time working
to access data and not doing analysis’ (I21). Analysts being forced to work with
technological platforms that focus on the incident undermines meaningful analyses by
‘undercut[ting] systematic and generalisable modes of performance evaluation and
analysis of long-term crime patterns’.59 Using the incident as the object of analysis, we
argue, orients crime analysis towards the police métier, while the intelligence product
produced reinforces the police métier.

Presently, there are no standards or regulations regarding technological adoption in
Canadian police services. The lack of regulation means that police services not only
make individual decisions regarding IT adoption and enhancement60 but also create
agency-specific IT guidelines. Analysts frequently noted that when technology decisions
and policies are made they are not being consulted, and by default, analytic needs and
purposes are not incorporated. For example, police IT guidelines dictate what external
databases, websites, platforms, and programs can be used and accessed on the police
network. Many analysts noted that their services have limited, and in some cases denied,
access to social media platforms (e.g. Facebook, Twitter). This is an important insight as
our findings above demonstrate how different technological platforms (such as Niche,
Versaterm, i2) construct different affordances. If police services are turning to algorithmic
analysis for guiding contemporary policing strategies than it is important that analytic
needs be incorporated in IT decisions. Further, the IT constraints experienced by crime
analysts raise important questions about the size and variety of data sets analysts
actually work with when conducting analysis. This is an important finding because it
raises questions about the technological, organisational, and cultural capabilities of
Canadian police services to undertake algorithmic and predictive analytics that are
dependent on large quantities of data.61
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The technological infrastructures crime analysts work with require them to do crea-
tive workarounds and ‘invisible labour’62 in order to find, gather, consolidate, and
analyse data. For example, analysts have brought in stand-alone computers, not con-
nected to the police network, to access different platforms, and designed their own
databases, such as a ‘tactical occurrence database’ (I02), ‘sex crime Modus Operandi
template’ (I30) or ‘relational database’ (I39), in order to overcome the challenges they
face when doing database queries because of the ‘flat files’ (I30) stored in traditional
RMS. As the following analyst explains,

The only way you can do a [relational query] is if you pull the unstructured data (intelligence
narratives) out of your records management system, compile it into a relational database,
and reorganize it … and draw the table and link relationships so that you can then run
these queries against it (I 39).

These technological challenges illuminate the existence of differing, and at times com-
peting, ‘technological frames’ that impact the effectiveness of police technologies for
crime analysis. The existence of differing technological frames and invisible labour
reaffirms how analytic reasoning and automated methods appear to run counter to
traditionally valued, experiential, action-oriented ways of using information in policing.63

These organisational and technological challenges facing crime analysis, therefore, leave
analysts having to ‘pull the unstructured data out’ in order to conduct analyses (I39).
Interestingly, much intelligence data are generated in ways that are not necessarily
digital or easily digitised and thus require the interpretive work of analysts. It is the
‘translation of raw information into operationally viable intelligence that analysis plays
its crucial role’.64 It is to this invisible and interpretive labour that we turn to now in
order to understand how policing through flows of data shapes policing practices.

Cognitive effects and the reappropriation of analysis

Crime analysts construct a variety of analytic products, such as crime maps, crime
reports, and linkage charts. As noted earlier, much of what an analyst produces is
dictated by his/her direct supervisor. Analysts noted that they spend much of their
time creating weekly crime reports and bulletins to assist officers with routine patrols
and investigation duties. The weekly report is a compilation and summary of index
occurrences such as theft from auto, break, and enter and robbery. The formatting of
this data typically covers a designated, previous week, date rage; however, other formats
include the previous 30, 60, or 90 days. The weekly report serves to inform patrol of
active crime areas and assist with directing patrols. A bulletin is designed to seek out
and share information regarding ongoing investigations. Bulletins include information
such as suspect photos, target locations, offender modus operandi and trends in date
and time of offences. Depending on technological capabilities, including IT configura-
tions and bandwidth capabilities, some services allow officers to access these reports
through the patrol car mobile computer terminals. Many of the analysts noted how
much of the data incorporated in their weekly reports and crime bulletins come from
street checks. Street checks are notes provided by officers on occurrences or activities
occurring in their zones that appear suspicious or seem noteworthy for others. As the
following analyst explains:
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we put out a weekly crime report … based on all of the incidents the officers do, based on
the street checks, so all of our officers have the ability to put in street checks. Which is just
intel that they gather together when they’re on the street … so we gather all this data and
we do our analysis on all the reports and the incidents. We talk to other police services and
we do our maps and our stats and everything and we put these reports together and it goes
to the streets and they can access it from their Mobile Data Terminals (I10)

Not only did analysts provide a weekly crime report but they also create crime maps that
highlight the major crimes of interest to the district officers (such as break and enters,
theft from autos).

One analytic product that analysts believe is highly valued by front-line patrol officers
is a map that identifies recently released offenders. As the following analyst explains,

Our IT department created a data base a few years ago that actually pulls offenders, so
that’s each offender in our system that has a Known Offender number. So it pulls out that
entity and it puts them into a report through a cue in COGNOS and it has their address.
Their current address – the XY coordinate – so we can map it and then any addresses of
crimes they’ve committed. So then we can throw it onto a map and you know, let’s say that
we had a couple of armed robberies in a couple of areas. We can pull up a radius around
that and show every known offender that is living there now with that crime type Um …
It’s … it’s amazing (I10).

Thus, crime analysts, through subjective and interpretive decision-making, pull informa-
tion out of police records and street checks (which are themselves subjective narratives)
and collate, synthesise, and analyse the data to construct ‘intelligence’ products.
Through this sociotechnical work, objectivity is ascribed to the product, because it is
believed that the analysis has ‘taken the subjectivity out of it’ (I21). As one analyst
explains,

I can now identify these hotspots … with certain confidence, statistically speaking. So I can
now say that there is something going on there. So the risks … are greater in these areas
than in the areas that are cold (I21).

These crime reports, as a Canadian police chief explains, provide ‘analytical evidence, our
grounds to be working in the neighbourhood where we need to be’. (field notes) These
products are used to ‘suggest where to patrol’ (I13), and to encourage officers to ‘do
some directed patrol in their down time … and do some surveillance in that area’ (I05).
These reports, therefore, provide suggestions on where to go. They do not tell officers
definitively, nor do they explain why problems exist there, but instead they draw
attention to areas of concern and/or possible crime trends.

Crime reports and maps, we argue, have ‘cognitive effects’ that impact the policing of
communities.65 They ‘project ideas, interpretations and representations of space … that
reflect the conventions, norms and values underlying’ the technologies and practices used
to construct them.66 For example, the technological platforms and data used to construct
analytic products, as demonstrated earlier, are shaped by traditional police performance
initiatives and practices which are not geared towards intelligence analysis but reinforce
the police métier. The following interview excerpt with a crime analyst illustrates how her
analysis is shaped by the norms, values, and practices of police management:

… I try to keep track of our frequent flyers out of my division that I know of. Because as
soon as they get out you know your stats are going up through the roof. Well that in turn is
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gonna affect the strategic intelligence meeting and your superintendent having to explain
what’s going on. And so I’m trying to cut off a lot of stuff from happening month over
month by tracking those people or looking for those links. (I18)

The analyst’s quote above illustrates how analysis is oriented towards the police métier
as it is shaped by the norms and values of traditional policing practices. Thus, analytic
products that are derived from street checks and police reports, we argue, ‘sustain the
validity of [police] practices because they are based on the same assumptions’.67 In this
way, analytic reports, which are to guide proactive policing, are directed at what Ericson
referred to as ‘ordering the street’ by targeting resources on those identified as being
out of order to put them back in order (1981). As a result, the analytic products
constructed from police databases and technological platforms reaffirm traditional
ways of knowing and policing. In this way, crime analysis is not being used for pre-
emptive, pre-crime policing and accountability, but is instead being reappropriated for
traditional policing practice.

Crime analysts synthesise, articulate, and visualise crime data for police. The analytic
products produced by analysts do not tell police how to address the problem, or explain
why it is happening. Instead, the information they provide is analysed and made
actionable through the interpretive work of police managers and officers. As the follow-
ing analyst explains,

Typically it’s not crime analysis that’s being done, it’s crime reporting. They’re reporting
things that have happened … they’re articulating, they’re visualizing things that have
already occurred. There’s some value to that, but it’s certainly not analytical. It’s not
analytical value. (I21)

Crime analysis, therefore, does not change or challenge traditional police practices or
ways of knowing, but instead reaffirms it while changing the symbolic nature of policing.

Conclusion

By employing a social construction of technology framework and ethnographic meth-
ods, we have conducted an analysis that problematises, rather than reaffirms the
police métier, by providing a ‘sociologically grounded theory of policing as practice’.68

We illuminate the tenuous place crime analysis, and by extension crime analysts, hold
within contemporary policing in Canada. Our analysis draws attention to the way in
which the technological frames of crime analysts run counter to traditional action-
oriented practices of policing and ways of using information to make decisions.69 By
focusing on ‘technological frames’,70 we demonstrate how definitional understandings
of crime analysis, as well as the division of police labour and the occupational culture of
policing, are embedded within analytic technologies that, in turn, facilitate and constrain
the production of intelligence. Further, by being analytically attentive to both the
sociotechnical context and cultures of policing, we have uncovered the ways in which
crime analysis is oriented towards, while also reinforcing, the broader police métier.

As such, our study challengesmany of the claims and rhetoric surrounding data-driven pre-
crime policing. Our analysis, for example, identifies how organisational policies and technolo-
gical platforms pose significant constraints on the type and amount of data accessible for
analysis. Intelligence-led and predictive policing are ‘premised on analysing large volumes of
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data using advanced technology and applying a methodical analytic process that generates
defendable conclusions in a timely manner that can lead to a predicted outcome’.71 While
there is agrowing literaturebase acrossNorthAmerica concerning theadoption andutilisation
of information technologies for the manipulation of intelligence data for intelligence-led and
predictive policing,72 much of the literature is theoretical or methodological in nature – often
analysing the technologies, platforms, and analytic techniques in isolation from their organisa-
tional, cultural, and social contexts of use. Yet, as Bennett Moses and Chan argue, in order to
assess the suitability andeffectiveness of bigdata andalgorithmicpractices inpolicing requires
an examination along three dimensions: technical (i.e. functionality and effectiveness of
technologies and platforms), social (practitioner update and perspectives towards the tech-
nology), and normative (ethics and values of the user).73 Our findings identify how the
integration and utilisation of crime analysis are challenged along the technical, social, and
normative dimensions of policing, which in turn, raise critical questions about the suitability
and effectiveness of contemporary policing driven by algorithmic practices.

Further, our analysis sheds light on the often invisible and subjective labour of crime
analysts that becomes hidden within the analytic technologies and algorithms they
use.74 Injustices, however, can be perpetuated when we do not understand how crime
data are being collected, analysed, and interpreted.75 Finally, our analysis demonstrates
how crime analysis is shaped by and oriented towards the police métier,76 which in turn
raises concerns that the processes through which crime analysts police through flows of
data create cognitive effects that can lead to technologically augmenting the policing of
usual suspects.77 Organisational understandings and perceptions of crime analysis com-
bined with the analytic platforms utilised for analysis, have forced crime analysts to work
within traditional police performance initiatives (i.e. crime reporting and crime counting)
that reinforce and technologically augment reactive policing practice. Thus, crime analy-
sis, and the practice of policing through flows of data, has changed the symbolic nature
of policing while reaffirming traditional ways of knowing and policing.

Notes

1. FCW, “Boston Probe’s Big Data.”
2. Boba Santos, Crime Analysis with Crime Mapping.
3. Ericson, Making Crime; and O’Malley, Risk, Uncertainty and Government.
4. Cope, ‘Intelligence-led Policing or Policing-led’.
5. Whitelaw et al., ‘Community-based Strategic Policing’.
6. Sheptycki, ‘Beyond Cycle of Intelligence-led’; and Coyne and Bell, ‘Strategic Intelligence in

Law-Enforcement’.
7. Bedford, ‘Whitelists, Jurisdictional Reputation’.
8. De Lint et al., ‘Controlling the Flow: Security, Exclusivity, and Criminal Intelligence in

Ontario’.
9. Orr, Ethnography of a Modern Job; and Suchman, Plans and Situated Actions.

10. Amicelle and Jacobsen, ‘Banking policing in UK and India’.
11. Amicelle et al., ‘Questioning Security Devices’, 294.
12. Ibid., 297.
13. Grove, ‘Crowdmapping Security and Sexual Violence’
14. Manning, Democratic Policing in a Changing World,200
15. Ibid., 202; see also Sheptycki, ‘Liquid modernity and the police métier; thinking about

information flows in police organisation’.

GLOBAL CRIME 249

D
ow

nl
oa

de
d 

by
 [

D
E

A
 L

ib
ra

ry
],

 [
K

re
g 

Pu
rc

el
l]

 a
t 0

8:
37

 2
7 

Se
pt

em
be

r 
20

17
 



16. Ratcliffe, ‘Crime Mapping, Training Needs’.
17. Evans and Kebbell, ‘The Effective Analyst’; Cope, ‘Intelligence-led Policing or Policing-led’;

Innes et al.,‘Theory and Practice of Crime Intelligence’, Manning, The Technology of Policing;
Ratcliffe, ‘Crime Mapping and Implications’; and Darroch and Mazerole, ‘Organizational
Factors Influencing Uptake’.

18. Gill, Rounding Up Usual Suspects.
19. Cope, ‘Intelligence-led Policing or Policing-led’, 200.
20. Ibid., 202.
21 Ibid., 198.
22. Chin et al., ‘Analytical Process of Intelligence Analysis’; Boba Santos, Crime Analysis with

Crime Mapping; and Prox and Griffiths, ‘Introduction to Special Issue’.
23. See above 14.
24. Ibid., 106.
25. Perry et al., Predictive Policing, xix.
26. Sanders and Henderson, ‘Police ‘Empires’ and Information Technologies.”
27. Dunworth, ‘Criminal Justice and IT Revolution’; Chan, Changing Police Culture; Chan, ‘Police

and New Technologies’; Hughes and Jackson, ‘Technical, Social and Structural Factors’;
Manning, ‘Information Technology, Crime Analysis’; Manning, ‘Theorizing Policing’;
Manning, The Technology of Policing; Manning, ‘Information Technology and Police Work’;
and Sanders and Hannem, ‘Policing the “Risky”’.

28. Chan, ‘The Technological Game’; Sanders et al., ‘Police Innovations’.
29. Sanders et al., ‘Discovering Crime in a Database’.
30. Innes et al., ‘Theory and Practice of Crime Intelligence’, 54.
31. See above 12.
32. Daston and Galison, ‘The Image of Objectivity’, 98.
33. Sanders and Hannem, ‘Policing the “Risky”’.
34. See above 30.
35. Perry et al., Predictive Policing, xix.
36. Corkhill, ‘Evaluation a Critical Point’.; de Lint et., ‘Controlling the Flow: Security, Exclusivity,

and Criminal Intelligence in Ontario’.
37. Joseph and Corkhill, ‘Information Evaluation’; Corkhill, ‘Evaluation a critical point’; Marrin

and Clemente, ‘Improving Intelligence Analysis’.
38. Joseph and Corkhill, ‘Information Evaluation’.
39. Bennett Moses and Chan, ‘Big Data for Legal and Law Enforcement’.
40. Lefebvre, ‘A Look at Intelligence Analysis’.
41. See above 38.
42. Innes et al., ‘Theory and Practice of Crime Intelligence’.
43. Orlikowski, ‘Using Technology and Constituting Structures’
44. Van den Scott et al., ‘Reconceptualizing Users’.
45. Hughes and Jackson, ‘Technical, Social and Structural Factors’.
46. Charmaz, Constructing Grounded Theory.
47. O. Reg. 3/99, s. 5 (1).
48. Cope, ‘Intelligence-led Policing or Policing-led’; and Piza and Feng, ‘Crime Analysts

Evaluations’.
49. This is an important insight and one that requires further analysis. For example, what are

the similarities and differences between the work and organisational fit of crime and
intelligence analysts? What factors facilitate or impede the organisational adoption and
utilisation of crime and intelligence analysis?

50. This realisation is worthy of further exploration in order to better understand the ways in
which economic, political, and cultural contexts shape, facilitate, and impede crime and
intelligence analysis.

51. Innes et al., ‘Theory and Practice of Crime Intelligence’; and Manning, The Technology of
Policing.

250 C. SANDERS AND C. CONDON

D
ow

nl
oa

de
d 

by
 [

D
E

A
 L

ib
ra

ry
],

 [
K

re
g 

Pu
rc

el
l]

 a
t 0

8:
37

 2
7 

Se
pt

em
be

r 
20

17
 



52. Lum et al., ‘Limits of Technology’s Impact’, 23; and Bennett Moses and Chan, ‘Algorithmic
Prediction in Policing’.

53. We thank an anonymous reviewer for this important insight.
54. Bennett Moses and Chan, ‘Big Data for Legal and Law Enforcement’; and Lum, Koper and

Willis, ‘Limits of Technology’s Impact’.
55. Bennett Moses and Chan, ‘Big Data for Legal and Law Enforcement’, 653.
56. Oudshoorn and Pinch, How Users Matter.
57. Bijker, ‘Theory of Sociotechnical Change’.
58. Waterloo Region Police Service website, http://www.wrps.on.ca/inside-wrps/corporate-

planning-systems#UCR.
59. See above 14.
60. It is important to note, that depending on the size of the service, IT decisions can be based

on an individual service needs (e.g. RCMP, Toronto and Ottawa Police Services or
Vancouver Police Department) or on a network of services (e.g. PRIDE network which
incorporates Waterloo, Brantford, Stratford and Guelph police services)

61. Bennett Moses and Chan, ‘Big Data for Legal and Law Enforcement’; and Sanders and
Sheptycki, ‘Policing, rime, “Big Data”’.

62. Star, ‘Invisible Work and Silenced Dialogues’; Star, ‘Politics of Formal Representations’; an d
Star and Strauss, ‘Layers of Silences’.

63. Bennett Moses and Chan, ‘Big Data for Legal and Law Enforcement’; and Cope,
‘Intelligence-led Policing or Policing-led’.

64. See above 19.
65. Grove, ‘Crowdmapping Security and Sexual Violence’; and Ratcliffe and McCullagh, ‘Police

Perceptions of High Crime’.
66. Amicelle et al., ‘Questioning Security Devices’.
67. Manning, Democratic Policing in a Changing World, 202
68. See above 24.
69. Bennett Moses and Chan, ‘Big Data for Legal and Law Enforcement’; Chan, ‘The

Technological Game’; and Cope, ‘Intelligence-led Policing or Policing-led’.
70. See above 43.
71. Prox and Griffith, ‘Introduction to Special Issue’, 100.
72. Prox and Griffith, ‘Introduction to Special Issue’; and Ratcliffe, ‘Intelligence-led Policing’.
73. Bennett Moses and Chan, ‘Big Data for Legal and Law Enforcement’.
74. See also Ibid.
75. Bennett Moses and Chan, ‘Algorithmic Prediction in Policing’; Innes, Fielding and Cope,

‘Theory and Practice of Crime Intelligence’; Cope, ‘Intelligence-led Policing or Policing-led’;
and Ratcliffe, ‘Crime Mapping and Implications’.

76. Manning, Democratic Policing in a Changing World; alsoSheptycki, ‘Theorizing the police
intelligence division-of-labour; some further contributions to the pluralist perspective in
policing intelligence’.

77. See above 33.

Acknowledgement

The authors wish to thank the guest editors and the insightful feedback provided by the
anonymous reviewers. Further, they wish to thank Janet Chan, Lyria Bennett Moses, James
Sheptycki, Crystal Weston, Debra Langan and Lisa-jo van den Scott for comments on earlier drafts.

Disclosure statement

No potential conflict of interest was reported by the authors.

GLOBAL CRIME 251

D
ow

nl
oa

de
d 

by
 [

D
E

A
 L

ib
ra

ry
],

 [
K

re
g 

Pu
rc

el
l]

 a
t 0

8:
37

 2
7 

Se
pt

em
be

r 
20

17
 

http://www.wrps.on.ca/inside-wrps/corporate-planning-systems#UCR
http://www.wrps.on.ca/inside-wrps/corporate-planning-systems#UCR


Funding

This work was supported by an Insight Grant from the Social Sciences and Humanities Research
Council of Canada #435-2016-1511.

Notes on contributors

Carrie B. Sanders is an Associate professor of Criminology at Wilfrid Laurier University. She is a
qualitative researcher who publishes in the areas of policing, intelligence and data analytics, and
the social construction of technology. Her research has been published in high impact journals
such as: Gender & Society; British Journal of Criminology; Sociology; Policing & Society: An
International Journal, and Canadian Review of Sociology. Her research has received funding by
the Social Sciences and Humanities Research Councils of Canada.

Camie Condon conducts research on police use of force, crime and Intelligence analysis, and Social
Media and Violent Extremist Recruiting. She is a contract academic staff member at Wilfrid Laurier
University, and works as a crime analyst for an Ontario regional police service.

Bibliography

Amicelle, A., C. Aradau, and J. Jeandesboz. “Questioning Security Devices: Performativity,
Resistance, Politics.” Security Dialogue 46, no. 4 (2015): 293–306. doi:10.1177/
0967010615586964.

Amicelle, A., and E. Jacobsen. “The Cross-colonization of Finance and Security Through Lists:
Banking Policing in the UK and India.” Environment and Planning D: Society and Space 34, no.
1 (2016): 89–106. doi:10.1177/0263775815623276.

Bedford, K. “Letting the Right Ones In: Whitelists, Jurisdictional Reputation, and the Racial
Dynamics of Online Gambling Regulation.” Environment and Planning D: Society and space 34,
no. 1 (2016): 30–47. doi:10.1177/0263775815595816.

Bennett Moses, L., and J. Chan. “Using Big Data for Legal and Law Enforcement Decisions: Testing
the New Tools.” UNSW Law Journal 37, no. 2 (2014): 643–678.

Bennett Moses, L., and J. Chan. “Algorithmic Prediction in Policing: Assumptions, Evaluation, and
Accountability.” Policing and Society (2016): 1–17. doi:10.1080/10439463.2016.1253695.

Bijker, W. Of bicycles, Bakelites, and Bulbs: Toward a Theory of Sociotechnical Change. Cambridge:
The MIT Press, 1995.

Boba Santos, R. Crime Analysis with Crime Mapping. 3rd ed. Los Angeles: Sage Publications, 2013.
Brodeur, J. P. “High Policing and Low Policing: Remarks about the Policing of Political Activities.”

Social Problems 30, no. 5 (1983): 507–520. doi:10.2307/800268.
Chan, J. Changing Police Culture: Policing in a Multicultural Society. Melbourne: Cambridge

University Press, 1997.
Chan, J. “The Technological Game: How Information Technology is Transforming Police Practice.”

Criminal Justice 1 (2001): 139–159.
Chan, J. “Police and New Technologies.” In Handbook of Policing, edited by T. Newburn, 655–679.

Cullompton: Willan, 2003.
Charmaz, K. Constructing Grounded Theory: A Practical Guide Through Qualitative Analysis. London:

Sage Publications, 2006.
Chin, G., O. Kuchar, and K. Wolf. “Exploring the Analytical Processes of Intelligence Analysts.” CHI

(2009): 11–20.
Cope, N. “Intelligence Led Policing or Policing Led Intelligence?” British Journal of Criminology 44

(2004): 188–203. doi:10.1093/bjc/44.2.188.
Corkhill, J. “Evaluation a Critical Point on the Path to Intelligence.” The Journal of Australian Institute

of Professional Intelligence Officers 16, no. 1 (2008): 3–11.

252 C. SANDERS AND C. CONDON

D
ow

nl
oa

de
d 

by
 [

D
E

A
 L

ib
ra

ry
],

 [
K

re
g 

Pu
rc

el
l]

 a
t 0

8:
37

 2
7 

Se
pt

em
be

r 
20

17
 

https://doi.org/10.1177/0967010615586964
https://doi.org/10.1177/0967010615586964
https://doi.org/10.1177/0263775815623276
https://doi.org/10.1177/0263775815595816
https://doi.org/10.1080/10439463.2016.1253695
https://doi.org/10.2307/800268
https://doi.org/10.1093/bjc/44.2.188


Coyne, J., and P. Bell. “Strategic Intelligence in Law Enforcement: A Review.” Journal of Policing,
Intelligence and Counter Terrorism 6, no. 1 (2011): 23–39. doi:10.1080/18335330.2011.553179.

Darroch, S., and L. Mazerolle. “Intelligence-Led Policing: A Comparative Analysis of Organizational
Factors Influencing Innovation Uptake.” Police Quarterly 16 (2012): 3–37. doi:10.1177/
1098611112467411.

Daston, L., and P. Galison. “The Image of Objectivity.” Representation 40 (1992): 81–128.
doi:10.1525/rep.1992.40.1.99p0137h.

De Lint, W., D. O’Connor, and R. Cotter. “Controlling the flow: Security, exclusivity, and criminal
intelligence in Ontario.” International Journal of the Sociology of Law 35 (2007): 41–58.
doi:10.1016/j.ijsl.2007.01.001.

Dunworth, T. “Criminal Justice and the Information Technology Revolution.” Criminal Justice 65, no.
2 (2000): 371–426.

Ericson, R. V. Making Crime: A Study of Detective Work. London: Butterworths, 1981.
Ericson, R. V., and K. D. Haggerty. Policing the Risk Society. Toronto: University of Toronto Press,

1997.
Evans, J., and M. Kebbell. “The Effective Analyst: A Study of What Makes an Effective Crime and

Intelligence Analyst.” Policing and Society: An International Journal of Research and Policy 22, no.
2 (2012): 204–219. doi:10.1080/10439463.2011.605130.

FCW. “The Business of federal technology: Boston probe’s big data use hints at the future.”
Accessed July 12, 2013. http;//fcw.com/articles/2013/04/26/big-data-boston-bomb-probe.aspx

Gill, P. Rounding Up the Usual Suspects? Developments in Contemporary Law Enforcement
Intelligence. Aldershop: Ashgate, 2000.

Grove, N. “The Cartographic Ambiguities of HarassMap: Crowdmapping Security and Sexual
Violence in Egypt.” Security Dialogue 46, no. 4 (2015): 345–356. doi:10.1177/0967010615583039.

Hughes, V., and P. Jackson. “The Influence of Technical, Social and Structural Factors on the
Effective use of Information in a Policing Environment.” The Electronic Journal of Knowledge
Management 2, no. 1 (2004): 65–76.

Hunt, P., J. Saunders, and J. Hollywood. Evaluation of the Shreveport Predictive Policing Experiment.
RAND Corporation, 2014. www.rand.org.

Innes, M., N. Fielding, and N. Cope. “The Appliance of Science? The Theory and Practice of Crime
Intelligence Analsyis.” British Journal of Criminology 45 (2005): 39–57. doi:10.1093/bjc/azh053.

Joseph, J., and J. Corkill. “Information Evaluation: How One Group of Intelligence Analysts Go About
the Task.” Australian Security and Intelligence Conference (2011). http://ro.ecu.edu.au/asi/20.

Lefebvre, S. “A Look at Intelligence Analysis.” International Journal of Intelligence and Counter
Intelligence 17, no. 2 (2004): 231–264. doi:10.1080/08850600490274908.

Lum, C., C. Koper, and J. Willis. “Understanding the Limits of Technology’s Impact on Police
Effectiveness.” Policing and Society (2016). doi:10.1177/109861116667279.

Maguire, M. “Policing by Risks and Targets: Some Dimensions and Implications of Intelligence-led
Crime Control.” Policing and Society 9, no. 4 (2000): 315–336. doi:10.1080/
10439463.2000.9964821.

Maguire, M., and T. Johns. “Intelligence-Led Policing, Managerialism and Community Engagement:
Competing Priorities and the Role of the National Intelligence-Model in the UK.” Policing and
Society 16, no. 1 (2006): 67–85. doi:10.1080/10439460500399791.

Manning, P. “Technology’s Ways: Information Technology, Crime Analysis and the Rationalizing of
Policing.” Criminal Justice 1 (2001a): 83–103.

Manning, P. “Theorizing Policing; The Drama and Myth of Crime Control in the NYPD.” Theoretical
Criminology 5, no. 3 (2001b): 315–344. doi:10.1177/1362480601005003002.

Manning, P. The Technology of Policing: Crime Mapping, Information Technology, and the Rationality
of Crime Control. New York: New York University Press, 2008.

Manning, P. “Information Technology and Police Work.” In Springer Encyclopedia of Criminology
and Criminal Justice, edited by D. Weisburd and G. Bruinsema, 2501–2513. New York: Springer,
2013.

Manning, P. K. Democratic Policing in a Changing World. Boulder: Paradigm Publishers, 2010.

GLOBAL CRIME 253

D
ow

nl
oa

de
d 

by
 [

D
E

A
 L

ib
ra

ry
],

 [
K

re
g 

Pu
rc

el
l]

 a
t 0

8:
37

 2
7 

Se
pt

em
be

r 
20

17
 

https://doi.org/10.1080/18335330.2011.553179
https://doi.org/10.1177/1098611112467411
https://doi.org/10.1177/1098611112467411
https://doi.org/10.1525/rep.1992.40.1.99p0137h
https://doi.org/10.1016/j.ijsl.2007.01.001
https://doi.org/10.1080/10439463.2011.605130
http://http;//fcw.com/articles/2013/04/26/big-data-boston-bomb-probe.aspx
https://doi.org/10.1177/0967010615583039
http://www.rand.org
https://doi.org/10.1093/bjc/azh053
http://ro.ecu.edu.au/asi/20
https://doi.org/10.1080/08850600490274908
https://doi.org/10.1177/109861116667279
https://doi.org/10.1080/10439463.2000.9964821
https://doi.org/10.1080/10439463.2000.9964821
https://doi.org/10.1080/10439460500399791
https://doi.org/10.1177/1362480601005003002


Marks, M. “Researching Police Transformation: The Ethnographic Imperative.” British Journal of
Criminology 44, no. 6 (2004): 866–888. doi:10.1093/bjc/azh049.

Marrin, S., and J. D. Clemente. “Improving Intelligence Analysis by Looking to the Medical
Profession.” International journal of Intelligence and Counter Intelligence 18, no. 4 (2005):
707–729. doi:10.1080/08850600590945434.

McCulloch, J., and S. Pickering. “Pre-Crime and Counter-Terrorism: Imagining Future Crime in the
War on Terror.” British Journal of Criminology 49 (2009): 628–645. doi:10.1093/bjc/azp023.

Murray, N. “Profiling in the Age of Total Information Awareness.” Race & Class 52, no. 2 (2010):
3–24. doi:10.1177/0306396810377002.

O’Malley, P. Risk, Uncertainty and Government. London: The Glasshouse Press, 2004.
Ontario Regulation 3/99. “Adequacy and Effectiveness of Police Services.” Police Services Act.

Accessed May 12, 2013. http://www.elaws.gov.on.ca/html/regs/english/elaws_regs_990003_e.htm
Orlikowski, W. J. “Using Technology and Constituting Structures: A Practice Lens for Studying Technology

in Organizations.” Organization Science 11, no. 4 (2000): 404–428. doi:10.1287/orsc.11.4.404.14600.
Orr, J. E. Talking about Machines: An Ethnography of a Modern Job. Ithaca, NY: ILR Press, 1996.
Oudshoorn, N., and T. Pinch, eds. How Users Matter: The Co-construction of Users and Technology.

Cambridge: MIT Press, 2005.
Perry, W., B. McInnis, C. Price, S. Smith, and J. Hollywood. Predictive Policing: The Role of Crime

Forecasting in Law Enforcement Operations. RAND Corporation, 2013. www.rand.org.
Piza, E. L., and S. Q. Feng. “The Current and Potential Role of Crime Analysts in Evaluations of Police

Interventions: Results from a Survey of the International Association of Crime Analysts.” Police
Quarterly (2017): 1–28. doi:10.1177/1098611117697056.

Prox, R., and C. T. Griffths. “Introduction to the Special Issue.” Police Practice and Research 16, no. 2
(2015): 99–107. doi:10.1080/15614263.2014.972611.

Ratcliffe, J. H. “Damned if You Don’t, Damned If You Do: Crime Mapping and Its Implications in the
Real World.” Policing & Society 12 (2002): 211–225. doi:10.1080/10439460290018463.

Ratcliffe, J. H. “Crime Mapping and the Training Needs of Law Enforcement.” European Journal on
Criminal Policy and Research 10 (2004): 65–83. doi:10.1023/B:CRIM.0000037550.40559.1c.

Ratcliffe, J. H. “Intelligence-Led Policing.” In Encyclopedia of Criminology and Criminal Justice, edited
by G. Bruisma and D. Weisburd, 2573–2581. New York: Springer, 2013.

Ratcliffe, J. H., and M. J. McCullagh. “Chasing Ghosts? Police Perceptions of High Crime Areas.”
British Journal of Criminology 41 (2001): 330–341. doi:10.1093/bjc/41.2.330.

Sanders, C. B., A. Christensen, and C. Weston. “Discovering Crime in a Database: ‘Big data’ and the
Mangle of Social Problems Work.” Qualitative Sociology Review 11, no. 2 (2015a): 180–195.

Sanders, C. B., and S. Hannem. “Policing the “Risky”: Technology and Surveillance in Everyday
Patrol Work.” Canadian Review of Sociology 18, no. 7 (2013): 389–410. doi:10.1111/j.1755-
618X.2012.01300.x.

Sanders, C. B., and S. Henderson. “Police ‘Empires’ and Information Technologies: Uncovering
Material and Organizational Barriers to Information Sharing in Canadian Police Services.”
Policing and Society 23, no. 2 (2013): 243–260. doi:10.1080/10439463.2012.703196.

Sanders, C. B., and J. Sheptycki. “Policing, Crime, ‘Big Data’; Towards a Critique of the Moral
Economy of Stochastic Governance.” Crime, Law and Social Change: An Interdisciplinary Journal
(2017). doi:10.1007/s10611-016-9678-7.

Sanders, C. B., C. Weston, and N. Schott. “Police Innovations, ‘Secret Squirrels’ & Accountability:
Empirically Examining the Integration of Intelligence-led Policing in Canada.” British Journal of
Criminology 55, no. 4 (2015b): 711–729. doi:10.1093/bjc/azv008.

Sheptycki, J. “Beyond the Cycle of Intelligence-Led Policing.” In Beyond the Intelligence Cycle, edited
by M. Pythian, 99–118. London: Routledge, 2013.

Sheptycki, J. “Liquid Modernity and the Police Métier; Thinking about Information Flows in Police
Organisation.” Global Crime (2017): 1–17. doi:10.1080/17440572.2017.1313734.

Sheptycki, J. “Theorizing the Police Intelligence Division-Of-Labour; Some Further Contributions to
the Pluralist Perspective in Policing Intelligence.” Policing and Society (Forthcoming).

254 C. SANDERS AND C. CONDON

D
ow

nl
oa

de
d 

by
 [

D
E

A
 L

ib
ra

ry
],

 [
K

re
g 

Pu
rc

el
l]

 a
t 0

8:
37

 2
7 

Se
pt

em
be

r 
20

17
 

https://doi.org/10.1093/bjc/azh049
https://doi.org/10.1080/08850600590945434
https://doi.org/10.1093/bjc/azp023
https://doi.org/10.1177/0306396810377002
http://www.elaws.gov.on.ca/html/regs/english/elaws_regs_990003_e.htm
https://doi.org/10.1287/orsc.11.4.404.14600
http://www.rand.org
https://doi.org/10.1177/1098611117697056
https://doi.org/10.1080/15614263.2014.972611
https://doi.org/10.1080/10439460290018463
https://doi.org/10.1023/B:CRIM.0000037550.40559.1c
https://doi.org/10.1093/bjc/41.2.330
https://doi.org/10.1111/j.1755-618X.2012.01300.x
https://doi.org/10.1111/j.1755-618X.2012.01300.x
https://doi.org/10.1080/10439463.2012.703196
https://doi.org/10.1007/s10611-016-9678-7
https://doi.org/10.1093/bjc/azv008
https://doi.org/10.1080/17440572.2017.1313734


Star, S. “Invisible Work and Silenced Dialogues in Representing Knowledge.” In Women, Work and
Computerization: Understanding and Overcoming Bias in Work and Education, edited by I.
Eriksson, B. A. Kitchenham, and K. G. Tijdens, 81–92. Amsterdam: North Holland, 1991.

Star, S. “The Politics of Formal Representations: Wizards, Gurus, and Organizational Complexity.” In
Ecologies of Knowledge: Work and Politics in Science and Technology, edited by S. L. Star,
8801–8818. Albany, NY: SUNY, 1995.

Star, S., and A. Strauss. “Layers of Silence, Arenas of Voice: The Ecology of Visible and Invisible
Work.” Computer Supported Cooperative Work 8 (1999): 9–30. doi:10.1023/A:1008651105359.

Suchman, L. Plans and Situated Actions. Cambridge: Cambridge University Press, 1987.
Van den Scott, L., C. B. Sanders, and A. Puddephatt. “Reconceptualizing Users Through Rich

Ethnographic Accounts.” In Handbook of Science and Technology Studies, edited by C. Miller,
U. Felt, L. L. Smith-Doerr, and R. Fouche. 4th ed. Boston: The MIT Press, 2017.

Whitelaw, B., R. B. Parent, and C. T. Griffiths. Community-Based Strategic Policing in Canada. 6th ed.
Toronto, ON: Thomson Nelson, 2014.

GLOBAL CRIME 255

D
ow

nl
oa

de
d 

by
 [

D
E

A
 L

ib
ra

ry
],

 [
K

re
g 

Pu
rc

el
l]

 a
t 0

8:
37

 2
7 

Se
pt

em
be

r 
20

17
 

https://doi.org/10.1023/A:1008651105359

	Abstract
	Introduction
	Intelligence technologies and database policing
	Methodology
	Defining and understanding crime analysis
	Technological platforms and the shaping of analysis
	Cognitive effects and the reappropriation of analysis
	Conclusion
	Notes
	Acknowledgement
	Disclosure statement
	Funding
	Notes on contributors
	Bibliography



